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1. Introducao

A Politica de Protecdo de Dados Pessoais tem por objetivo definir critérios em matéria de
protecao de dados, desenvolvendo o Marco Corporativo de Cumprimento e Conduta
relativamente ao controlo da informacao, confidencialidade e cumprimento das exigéncias
legais em matéria de protecdo de dados.

Desta forma, esta associada aos valores éticos e reafirma o firme compromisso de manter uma
conduta de respeito das normas e padroes que os empregados do Grupo SAM devem ter em
consideragdo nas suas operacodes diarias.

Esta Politica é estruturada com base na seguinte regulamentacao:

e Regulamento (UE) 2016/679 do Parlamento Europeu e do Conselho, de 27 de abril de
2016, relativo a protegao das pessoas singulares no que diz respeito ao tratamento de
dados pessoais e a livre circulagdo desses dados;

e Lei n.° 58/2019, de 8 de agosto que assegura a execucdo, na ordem juridica nacional,
do Regulamento (UE) 2016/679 do Parlamento e do Conselho, de 27 de abril de 2016,
relativo a prote¢ao das pessoas singulares no que diz respeito ao tratamento de dados
pessoais e a livre circulacao desses dados;

e Lei n.° 59/2019, de 08 de Agosto, relativa a Dados Pessoais para prevencao, detecao,
investiga¢ao ou repressao de infra¢des penais;

e Lei n.° 41/2004, de 18 de Agosto, relativa a Protecdo De Dados Pessoais E Privacidade
Nas Telecomunicaces, na sua redacdo atualizada pela Lei n.° 16/2022, de 16/08.

e Lei n.° 43/2004, de 18 de agosto, Lei de Organizacdo e Funcionamento da Comissao
Nacional de Protecdo de Dados, com as alteracées introduzidas pela Lei n.° 55-A/2010
e pela Lein.2 58/2019, de 08.08.

2. Definigdes e Ambito
A presente Politica € aplicavel a dados de natureza pessoal e respetivo tratamento.

Para uma melhor compreensdo do documento, sao definidos os seguintes termos/conceitos:

= Dados pessoais: qualquer informagao numérica, alfabética, grafica, fotografica, actstica ou
de qualquer outro tipo (por exemplo, dados biométricos), relativa a pessoas singulares
identificadas ou identificaveis.

» Informacdes de identificacao direta: dados que incluem informacdes que permitem
identificar ou distinguir uma pessoa singular diretamente e por si mesmas, sem a necessidade
de combina-los com outros dados, como: nome, endereco, nimero de telefone, nimero de fax,
endereco de email, perfis identificativos exclusivos, como o numero de seguranga social,
numero de passaporte, etc.

o Dados de identificagdo: documentos de identificacdo (cartdo do cidaddo, nimero de
identificacdo ou passaporte), endereco, imagem, voz, nimero de seguranca social, telefone,
marcas fisicas, nome e sobrenome, assinatura, impressao digital e assinatura eletronica.
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o Dados biométricos: dados pessoais obtidos a partir de um tratamento técnico especifico,
relacionados com as caracteristicas fisicas, fisiologicas ou comportamentais de uma pessoa
singular que permitem ou confirmam a identificagao exclusiva dessa pessoa, como imagens
faciais ou dados de impressoes digitais.

» Informacoes de identificacao indireta: dados pessoais que incluem informacgao que, embora
nao possa identificar ou distinguir diretamente a pessoa, a SAM Investment Holdings, SL (Grupo
SAM ou Topco) ou um terceiro podem associa-los ou liga-los a uma pessoa singular, tendo em
consideracao todos os meios possiveis e razoaveis que possam ser usados. Sdo, portanto, dados
que, por si sé, nao permitem a identificacdo de pessoas, mas que combinados com outros fatores
podem permitir a identificacao.

» Dados pseudoandnimos: aqueles que nao podem ser atribuidos a uma parte interessada
especifica sem o uso de informagdes adicionais, desde que essas informagoes adicionais sejam
armazenadas separadamente e estejam sujeitas a medidas técnicas e organizacionais que
garantam que nao sejam atribuidos a uma pessoa fisica identificada ou identificavel. Estes dados
continuarao a ser considerados dados pessoais enquanto a pessoa singular a qual eles
correspondem puder ser identificada. De qualquer forma, o procedimento de pseudonimizag¢ao
dos dados sera uma das medidas a serem aplicadas para minimizar os riscos em termos de
protecao de dados.

= Dados anénimos: dados que nao permitem que uma pessoa seja identificada nem a tornam,
de qualquer forma, identificavel e, portanto, estdao excluidos do ambito dos regulamentos de
protecao de dados. Os dados anonimizados nunca serao considerados dados pessoais.

» |Interessado(s): pessoa singular titular dos dados submetidos ao tratamento, ou seja, é a
pessoa singular que os dados identificam ou tornam identificavel.

= Responsavel pelo tratamento: pessoa singular ou coletiva que determina os objetivos e
meios do tratamento. Aplicara as medidas técnicas e organizativas adequadas com o proposito
de garantir e poder demonstrar que os seus tratamentos sao conformes com a lei e
regulamentacao de protecao de dados em vigor.

= Subcontratante: pessoa singular ou coletiva que processa dados pessoais em nome do
Responsavel pelo Tratamento. Devera cumprir das instrucdes do Responsavel pelo Tratamento
e com as exigéncias da normativa de prote¢ao de dados em vigor. Colocara a disposicao do
Responsavel pelo Tratamento toda a informagao necessaria para demonstrar o cumprimento
das suas obrigacdes e devera oferecer as garantias suficientes, de forma a que o tratamento seja
conforme com os requisitos da lei e regulamentacao e garantir a protecao dos direitos dos
titulares.
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= Autoridade de Controlo: Autoridade independente encarregue de supervisionar a aplicacao
da lei e regulamentagdao em matéria de prote¢ao de dados, como objetivo de proteger os direitos
e liberdades fundamentais dos titulares dos dados.

= Incidente de seguranca: incidente que afeta os dados pessoais:
- Violacao de confidencialidade: acesso, comunicacao e/ou utilizacdo ndo autorizada dos dados
pessoais de uma ou mais pessoas singulares.

- Violacao de integridade: modificacao, destruicao, perda ou altera¢ao acidental ou ilegal dos
dados pessoais transmitidos, armazenados ou tratados de uma ou mais pessoas singulares, sem
a sua autorizacao.

- Violagao de disponibilidade: impossibilidade de acesso aos dados pessoais.

= Transferéncia internacional de dados: fluxo de dados pessoais entre estados com diferentes

regimes legais em matéria de prote¢ao de dados.

n " n i

» Cookies e tecnologias similares de rastreio (“local shared objects”, “web beacons”, “web
bugs”, “tracking pixels”, etc.): ficheiros que sdo transferidos e armazenados no equipamento
(computador/Smartphone/Tablet) do utilizador que navega na Internet ao aceder a
determinadas paginas da web e aplicacbes e que sao usados para armazenar e recuperar

informagdes sobre a navegacao feita nesse equipamento.

= Encarregado da Protecao de Dados: Figura encarregue de zelar e assessorar o cumprimento
da lei e regulamentacdo de protecao de dados pela entidade; por outro lado, é o ponto de
contacto com a Autoridade de Controlo e com os Interessados.

= Funcao Corporativa de Protecao de Dados: Encarregue de supervisionar o cumprimento nas
distintas entidades do Grupo Santander envolvidas pela lei /regulamentacdo de protecédo de
dados. Por outro lado, é encarregue do controlo direto dos negdcios e fungdes corporativas do
Centro Corporativo.

As entidades do Grupo SAM, neste caso SAM SGOIC e a Santander, devem garantir a
confidencialidade, seguranca e integridade das informagdes pessoais pelas quais cada entidade
é responsavel, bem como garantir que todos os terceiros com acesso aos dados da entidade, ou
seja, os subcontratantes, cumprem as garantias e obrigacdes legais e contratuais relativas ao
tratamento de dados e informacgdes aos quais acedem.

Esta Politica foi preparada pela SAM e disponibilizada as unidades locais, de entre as quais a
Santander Asset Management, SGOIC, S.A. (adiante SAM SGOIC ou SAM Portugal) em cada
jurisdicao como documento de guia, estabelecendo o regime a ser aplicado a matéria em
referéncia.
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3. Ambito de Aplicacdo e transposicdo nas Filiais

Esta Politica foi elaborada pela SAM Investment Holdings, SL (Topco) e é disponibilizada as
entidades do Grupo SAM como documento de referéncia, entre as quais a SAM SGOIC,
estabelecendo o regime de protecao de dados aplicavel.

Cada entidade do Grupo SAM é responsavel por preparar e aprovar nos seus 6rgaos sociais 0s
documentos internos que permitam a aplicacao, dentro do seu ambito, das disposi¢des contidas
nos documentos do Grupo, com as adaptacdes que, se adequado, sejam estritamente essenciais
para os tornarem compativeis e cumprirem os requisitos regulamentares e normativos ou com
as expectativas dos seus supervisores.

Essa aprovacao deve ter a validagao da SAM Investment Holdings, SL.

A SAM SGOIC procede a adaptagao da Politica de Prote¢ao de Dados, e a validagao previa junto
da area Global da SAM Investment Holdings, SL antes da sua aprovagao pelos respectivos
Conselhos de Administracao.

4. Critérios

Todos os empregados estao obrigados a respeitar a privacidade de todas as pessoas cujos dados tém
acesso em resultado da propria atividade da entidade ou do desempenho de suas fungdes, sejam estas
clientes, outros colaboradores ou qualquer outra pessoa singular

Como principio geral devera zelar-se pela confidencialidade e seguranca e integridade da
informacao de caracter pessoal e procurar que todos os fornecedores (contrapartes) com acesso
a dados pessoais cumpram as garantias e obrigacfes legais e contratuais relativas ao
tratamento de dados pessoais e informacgao a que tenham acesso.

A seqguir, sdao detalhados os principais critérios corporativos destinados a assegurar o correto
cumprimento das obrigagcdes da normativa aplicavel em matéria de prote¢do de dados pessoais:

4.1 Licitude, proporcionalidade e transparéncia.

Os dados pessoais devem ser tratados de forma:

= Licita: os dados serao obtidos seguindo os requisitos estabelecidos pelos regulamentos
aplicaveis.

O tratamento dos dados sera sempre realizado tendo em conta alguma das seguintes bases
legitimadoras:

e O titular dos dados tiver dado o seu consentimento para o tratamento dos seus dados
pessoais para uma ou mais finalidades especificas.

e (Qtratamento é necessario para a execucdao de um contrato no qual a parte interessada é parte

ou para a aplicacao, a pedido desta ultima, de medidas pré-contratuais.
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e O tratamento for necessario para o cumprimento de uma obrigacao juridica a que o
Responsavel pelo Tratamento e o Subcontratante estejam sujeitos;

e Otratamento for necessario para a defesa de interesses vitais do titular dos dados ou de outra
pessoa singular;

e O tratamento for necessario ao exercicio de fun¢des de interesse publico ou ao exercicio da
autoridade publica de que esta investido o Responsavel pelo Tratamento;

e O tratamento for necessario para efeito dos interesses legitimos do Responsavel pelo
Tratamento ou de terceiros, exceto se prevalecerem os interesses ou direitos e liberdades
fundamentais do titular que exijam a protecao dos dados pessoais, em especial se o titular for

um menaor.

O ambito da utilizagao de cookies ou outros dispositivos de seguimento, deverao ser analizados

e adaptados, obtendo o consentimento em caso necessario.

» Proporcional: os dados serao tratados unicamente de acordo com os fins necessarios,
adequados e relevantes.

» Transparente: As informacgOes a proporcionar em relacao a protecao de dados devem ser
claras, concisas, transparentes, inteligiveis e facilmente acessiveis, com uma linguagem clara e
simples, sem ambiguidades, ou seja, faceis de entender pelo Interessado.

4.2 Fins compativeis com a origem da recolha.

Deve ser assegurado que o tratamento de dados pessoais se limita as finalidades especificas,
expressas e legitimas para as quais os dados foram originalmente recolhidos e que nao serao
posteriormente tratados de forma incompativel com tais finalidades.

Nesse sentido, cumpre esclarecer que as atividades de tratamento ulterior para fins de
documentos oficiais e de interesse publico, para pesquisa cientifica e histérica ou para fins
estatisticos devem ser consideradas atividades de tratamento licito compativeis.

Como regra geral, sera necessario solicitar o consentimento expresso dos Interessados quando
o tratamento dos dados for para além dos fins para os quais foram inicialmente recolhidos e nao
seja compativel com os mesmos. A fim de verificar se o tratamento para outros fins € compativel
com a finalidade para a qual os dados pessoais foram inicialmente recolhidos, dever ter-se em
conta:

» Qualquer ligacao entre a finalidade para a qual os dados pessoais foram recolhidos e a
finalidade do tratamento posterior;

»= O contexto em que os dados pessoais foram recolhidos, em particular no que respeita a
relacdo entre os titulares dos dados e o responsavel pelo seu tratamento;

= A natureza dos dados pessoais, em especial se se tratar de dados especialmente protegidos;

» As eventuais consequéncias do tratamento posterior pretendido para os Interessados;
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= Aexisténcia de salvaguardas adequadas, que podem ser a cifragem ou a pseudonimizagao.

Assim, desde que o tratamento de dados nao seja baseado no consentimento, o tratamento de
dados pessoais para fins distintos daqueles para os quais foram inicialmente recolhidos s6 deve
ser permitido quando for compativel com os fins da recolha inicial. Em qualquer caso, os
requisitos de transparéncia impostos pela regulamentacao local aplicavel devem ser cumpridos.

4.3 Minimizacao e precisdao dos dados pessoais.

Os dados pessoais serao adequados, relevantes e limitados ao necessario em relacdo aos fins
especificos para os quais sao objeto de tratamento. Devem ser analisados em cada caso concreto
(no tratamento ou quando ocorra uma modificacdo substancial do mesmo) os tipos de dados
recolhidos e os processos associados ao tratamento com um critério de minimizacao, para que
sejam acedidos o menor numero possivel de dados pessoais necessarios para a sua execugao.

Da mesma forma, devem ser adotadas todas as medidas razoaveis devem ser tomadas para
suprimir ou retificar todos os dados que possam resultar desnecessarios, ser imprecisos ou
incompletos, em relagao aos fins para os quais sao objeto tratamento. Devem ser estabelecidos
processos periddicos de revisao sobre a necessidade, exatidao e completude dos dados.

4.4 Integridade, confidencialidade, disponibilidade e resiliéncia

Deve ser assegurado que os dados sao tratados com o devido nivel de seguranca, incluindo a
protecdo contra tratamento ndo autorizado ou ilegal e contra perda, destruicao ou dano
acidental, através da aplicagao de medidas técnicas ou organizacionais apropriadas, como por
exemplo a pseudonimizacdo ou a encriptacdo de dados pessoais. De acordo com a Politica
Corporativa de Gestao de Governo de Dados, todos os dados envolvidos num evento de dados
(incluindo dados pessoais) deverdo estar categorizados de acordo com a semantica usada no
Grupo.

Além disso, devera garantir-se que os colaboradores, os terceiros que prestam servicos, as
empresas subcontratadas pelos terceiros e os empregados destas, que no desempenho das suas
funcdes tenham acesso a dados pessoais, se comprometem a manter em sigilo e a nao se
comunicar, em nenhum caso, a terceiros, essas informacdes pessoais, a menos que haja
autorizacdo expressa ou uma obrigacao legal. Nesse sentido, todas as pessoas com acesso a
dados pessoais devem assinar um acordo de sigilo e confidencialidade.

4.5 Conservacao de Dados Pessoais

Devera ser assegurado que os dados pessoais sao sujeitos a tratamento de forma a permitir
unicamente a identificacao dos Interessadas apenas para fins legitimos do tratamento e durante
o tempo estritamente necessario. Decorrido esse tempo, para a determinacao dos periodos de
manutencao mais extensos, as entidades devem ter em consideracao os regulamentos locais
que lhes sao aplicaveis, em particular em matéria de prevencao de branqueamento de capitais
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e financiamento do terrorismo, bem como os prazos de prescricao para acées penais, comerciais,
civis e laborais aplicaveis.

Nao obstante o exposto, e desde que os regulamentos locais aplicaveis o permitam, os dados
pessoais podem ser mantidos por um periodo além do necessario, desde que sejam tratados
exclusivamente para fins de arquivo de interesse publico, para fins de pesquisa cientifica ou
histérica ou para fins estatisticos, sem prejuizo da aplicacdo das medidas técnicas e
organizacionais adequadas para proteger os direitos e liberdades das partes interessadas, de
acordo com os regulamentos aplicaveis em vigor.

4.6 Dever de informacao

Antes de recolher qualquer tipo de dados pessoais, devem ser comunicadas aos Interessados,
de forma simples, precisa e de facil compreensao as seguintes informagoes:

Os dados da pessoa de contacto da entidade juridica Responsavel pelo Tratamento dos dados.
Os detalhes de contacto do Encarregado da Protecao de dados;

¢ Asfinalidades a que se destina o tratamento dos dados pessoais.

e O fundamento juridico para o tratamento (legitimador);

¢ Os destinatarios ou as categorias de destinatarios dos dados pessoais.

e As categorias e tipologia dos dados pessoais objeto de tratamento.

e 0O prazo (periodo) durante o qual os dados pessoais serao conservados, ou, quando nao seja
possivel, os critérios utilizados para determinar esse periodo.

A possibilidade dos Interessados exercerem os seus direitos sobre os seus dados pessoais.
O direito de apresentar uma reclamagao junto da autoridade competente, se aplicavel.

Se a recolha de dados pessoais € um requisito legal, contratual ou pré-contratual.

Quando dados pessoais sao obtidos por meio de terceiros, a origem de onde procedem os

dados pessoais e, quando apropriado, se procedem de fontes de acesso publico.

4.7 Direitos dos Interessados

Os Interessados ou os terceiros que facilitem os dados destes interessados devem ser
informados sobre a normativa (lei e regulamentacao) aplicavel, os riscos, as salvaguardas e
direitos relacionados com o tratamento dos seus dados pessoais, através das clausulas ou avisos
de privacidade adequados.

Nesse sentido, sao facilitados aos Interessados os meios necessarios para o exercicio dos seus
direitos associados ao tratamento, de forma gratuita e simples e sera realizada a gestao
atempada e necessaria desse exercicio de direitos.

A titulo exemplificativo, os direitos dos Interessados previstos no Regulamentos Europeu de
Protecao de Dados sao os seguintes:

= Direito de acesso: direito de solicitar ao Responsavel pelo Tratamento acesso aos dados
pessoais que lhe digam respeito,
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= Direito de retificacao: o direito de solicitar ao Responsavel pelo Tratamento a retificacao, sem
demora injustificada, no que diz respeito aos seus dados pessoais;

* Direito de cancelamento ou eliminacéo (direito ao esquecimento): o direito de solicitar ao
Responsavel pelo Tratamento, sem demora injustificada, o apagamento dos seus dados
pessoais;

= Direito a limitacao do tratamento: o direito de solicitar ao Responsavel pelo Tratamento, sem
demora injustificada, a limita¢cao do tratamento dos dados pessoais de que seja titular em caso
de inexatidao, ilicitude ou que ja nao sejam necessarios para o Responsavel pelo Tratamento
e/ou o direito de se, verificadas as condicdes, se opor a esse tratamento;

» Direito a portabilidade dos dados: o direito de receber em formatos interoperaveis, de uso
comum e leitura mecanica, os dados pessoais de que é titular e que sejam objeto de um
tratamento assente no consentimento e seja efetuado por meios automatizados;

» Direito de oposicao: direito de solicitar ao Responsavel pelo Tratamento que cesse o
tratamento dos seis dados pessoais, a nao ser que apresente razoes imperiosas e legitimas para
esse tratamento que prevalecam sobre os interesses, direitos e liberdades do titular dos dados,
ou para efeitos de declaracao, exercicio ou defesa de um direito num processo judicial,

= Direito de nao ser objeto de uma decisao baseada unicamente no tratamento automatico:
direito de nao ficar sujeito a nenhuma decisao tomada exclusivamente com base no tratamento
automatizado e que produza efeitos na sua esfera juridica ou que o afete significativamente de
forma similar.

4.8 Protecdo de dados desde a concecdo (by design) e por defeito

A privacidade desde a concec¢do tem por objetivo que a prote¢ao dos dados pessoais esteja
presente desde a primeira fase de criacdo de um produto ou servi¢o, enquanto o principio da
protecdo de dados por defeito prevé que sejam objeto de tratamento os dados que sejam
estritamente necessarios para cada uma das finalidades legitimas.

Para o efeito, serao adotadas as medidas técnicas e organizativas destinadas a aplicar com
eficacia os principios da protecao de dados, que incorporem a todo o momento as garantias
necessarias no tratamento, como por exemplo a pseudonimizagdo, a minimizacao de acessos
aos dados, o prazo de conservacao dos dados, a homologacao de fornecedores com acesso aos
dados, as garantias adequadas em caso de transferéncias internacionais, a analise de novos
produtos e servigos, etc.

4.9 Responsabilidade proativa
Em linha com o principio da responsabilidade proactiva, em regra, devera dispor-se de todas as

evidéncias que acreditem o cumprimento de todos os requisitos na matéria, como por exemplo,
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um registo de atividades de tratamento, avaliacdes de impacto sobre protecao de dados, um
inventario de fornecedores homologados em matéria de protecao de dados, procedimentos de
gestao de incidentes de seguranca que afetem dados pessoais, etc

4.10 Incidentes de Seguranc¢a dos Dados Pessoais

Devem ser disponibilizadas as ferramentas e procedimentos de resposta necessarios para
responder a qualquer violacao de seguranca que cause a destruicao, perda ou alteracao
acidental ou ilegal de dados pessoais transmitidos ou mantidos, ou a comunicagao ou acesso
nao autorizado a esses dados.

Por outro lado, deve contar-se com os meios necessarios devem estar disponiveis para
demonstrar que toda a protecao tecnologica apropriada foi aplicada e as medidas
organizacionais apropriadas foram tomadas para determinar, o mais rapidamente possivel: (i)
se houve uma violagdo da seguranca dos dados pessoais; (ii) se constitui um risco para a
privacidade de pessoas singulares, e (iii) se & necessario informar a autoridade de controlo e o(s)
Interessado(s).

Devem existir procedimentos claros e acessiveis para todos os colaboradores que permitam uma
diligéncia devida ("Due Dilligence") em incidentes de seguranca que afetem os dados pessoais
e que facilitem a coordenacao rapida de todas as areas envolvidas.

4.11 Transferéncias internacionais

Conforme definido acima, a transferéncia internacional de dados significa um fluxo de dados
pessoais entre estados com diferentes regimes legais que concedem diferentes graus de
protecao de dados.

Devem ser aplicadas garantias adequadas tanto no pais de origem como no pais de destino dos
dados para manter todas as transferéncias internacionais de dados pessoais dentro de um nivel
apropriado de seguranga, que podem ser previstas por clausulas contratuais - tipo, codigos de
conduta, mecanismos de certificacdo aprovados ou regras corporativas vinculativas.

5. Modelo de Governo e Competéncias

O governo corporativo em matéria de protecao de dados € descrito infra, sem prejuizo do
cumprimento da normativa corporativa geral que seja aplicavel.

A Funcao Global de Protecao de Dados informa periodicamente a Comissao delegada de Riscos
das questdes relevantes em matérias de dados dentro do Grupo SAM e, pelo menos,
anualmente, o estado do cumprimento das unidades de negocio sob sua supervisao e
seguimento.
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A elaboracdo desta Politica é da responsabilidade da Funcao de Riscos e Compliance da SAM
Investment Holdings, SL.

A adaptacdo desta Politica para a SAM SGOIC foi preparada pelo Departamento de Riscos &
Compliance, que previamente a validou junto da area Global, tendo sido submetida a aprovagao
dos respetivos Conselhos de Administragao. A interpretacao desta Politica é da responsabilidade

de cada area de Riscos & Compliance (inclusive na SAM SGOIC)

Esta politica entra em vigor a partir da data da sua publicagao. O seu conteudo estara sujeito a
revisao periddica, sendo realizadas as alteracées ou modificac6es consideradas apropriadas.

7. Controlo de versoes

Versdo

Adaptacao da politica a SAM Portugal:

Versdo

1.1

2.1

3.1

3.2

Area responsavel

Risk & Compliance
Global/Raul Garcia

Risk & Compliance
Global/Raul Garcia

Risk & Compliance
Global/Raul Garcia

Area responsdvel

Riscos &
Compliance SAM PT
e SPensoes

Riscos &
Compliance SAM PT
e SPensodes

Riscos &
Compliance SAM PT
e SPensodes

Riscos &

Compliance SAM PT
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Descrigdo

Politica inicial aprovada

Adaptagdo a nova Politica
corporativa

Incluséo de: (i) detalhe do
exercicio de direitos;( ii)
principio da privacidade por
concegdo e por defeito (i)
responsabilidade proactiva (iv)
transferéncias internacionais
de dados

Descrigdo

Politica inicial aprovada

Adaptacdo da nova politica
corporativa

Adaptacdo da nova politica
corporativa

Atualizagdo da Politica

Comité aprovagdo

Board SAM
Investment Holdings
SL.

Board SAM
Investment Holdings
SL.

Board SAM
Investment Holdings
SL

Comité aprovacdo

Conselho de
Administracdo da
SAM Portugal e
Santander Pensdes
Conselho de
Administracdo da
SAM Portugal e
Santander Pensées
Conselho de
Administragdo da
SAM Portugal e
Santander Pensdes

Conselho de
Administracdo da
SAM

Data de Aprovagdo

26/04/2018

06/06/2020

17.06.2022

Data de Aprovacgdo

19/05/2018

08/06/2020

25.05.2022

27.01.2026
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INFORMACOES AOS DESTINATARIOS: As informacées contidas no documento podem ser confidenciais, legalmente
privilegiadas, ou ter de outra forma protegida a sua divulgacéo, sendo exclusivamente para o uso do(s) seu(s)
destinatario(s).

Este documento foi preparado pelas: Santander Asset Management, SGOIC, S.A., com sede na Rua da Mesquita,
n.°6 - 1070-238 Lisboa - Portugal - Tel: 210524000. Capital Social: € 1.167.358,00 - NUIPC: 502 330 597

Né&o é assegurado que toda a informacdo esteja correta ou completa e ndo deve ser tomada como tal.

Todas as remissoes e referéncias legais constituem enquadramento vélido na presente data e estdo sujeitas a
alteragdes. A descricdo do regime legal contida no documento, ndo dispensa a consulta da legislagdo em vigor
sobre a matéria, nem constitui garantia de que tal informagao se mantenha inalterada

A Santander Asset Management, SGOIC, S.A podem alterar o documento a qualquer momento.

Este documento néo pode ser reproduzido, distribuido ou publicado por qualquer destinatario para qualquer fim.
A Santander Asset Management, SGOIC, S.A. encontra-se registada na CMVM e estd autorizada a exercer a
atividade de intermediacéo financeira.

Informacdes disponiveis no site: https://www.santanderassetmanagement.pt,

© Santander asset management - Todos os direitos reservados.
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